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Administrative Council - This council is comprised of department administrators from across all functions and 
departments of the organization. This group adds shared accountability and collaboration to approve policies that 
impact the governance of institutional data. 
 
IT Advisory Council - This council is comprised of department representatives providing steering advice to the VP of 
Information Technology regarding all technical matters of the organization, which includes data governance. This group 
adds shared accountability and calibration to recommend policies to the Administrative Council to protect all IT assets, 
including data assets and systems that house data. 
 
Data Stewardship Subcommittee – The Data Stewardship Subcommittee is a focus group of the IT Advisory Council 
comprised of representatives responsible for identifying and establishing guidelines for data owners, identifying 
improvements with data usage and protection, and recommending standard practices and tools used for handling data. 
The Data Stewardship Subcommittee recognizes the importance of and raises awareness of sound data management 
across the organization.  This group adds shared accountability and collaboration to our practices to provide clear and 
consistent responses to data requests. The Data Stewardship Subcommittee, with Data Owners, annually (minimum) 
reviews each user’s access to institutional data and determines if there is questionable access granted. 
 
Data Owners – Data Owners are senior institution officials who have planning, policy-level and management 
responsibility for data within their functional areas. (Refer to Data Owner Assignments) 
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2. Data Owners, as defined in the roles policy, may grant access to data if it needs to be shared with others.  Others 
seeking data access, including Data Managers and users, must seek approval from the relevant Data Owner 
b
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appropriate Data Manager and may require the approval of a Data Owner. To request access to a report or email 

distribution group, submit an IT ticket. 

 
Data Owners, Managers, and Access Vetting Process  

https://my.ciu.edu/ICS/IT_Help/Technology_Guidelines.jnz?portlet=Free-form_Content_2023-08-23T21-09-26-499
http://www.ciu.edu/policy

